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| *(Please include the background of the project, problem statements, objectives, and expected outcomes/ proposed solution from the project)*  Android Operating System is one of the most popular and widely used open-source mobile platforms and has the highest mobile market share until this day, making it the most widely used operating system in the world. This fact makes Android users the biggest target group for malware developers as trend analyses show large increase in mobile malware targeting the Android platform which leads to privacy thefts of Android users. The security and privacy of Android apps are very critical, especially that over 6000 apps are added to the Google Play Store every day. Thus, various mobile malware detection systems are proposed in the recent years to address this issue. The objective of this project is to develop a mobile application that can analyse APK files by utilizing YARA Rule. By the end of this project it is expected to produce a functional mobile app that can analyse malware from APK files using certain YARA Rules. | | | | | | | | | | | | | | | | | | | |
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| *1.1 Malware Detection and Analysis on Android*  There are two approaches of detecting malwares in Android operating system. The first is the signature based approach in which the derived signature of any application is checked against the malware database, and the other is behavioral detection, where the behavior of the application is checked at runtime with the malicious and normal behavioral profiles. DREBIN is an example of malware detection system that performs a broad static analysis on different sources to excerpt various features suh as restricted API calls, utilized permissions, suspicious API calls and network address to detect malicious activity. The dynamic analysis approach for detection of Andorid malware uses the features that are obtained dynamically at runtime or compile time, features like system call traces and API calls were excerpted and then a machin learning algorithm is used to dynamically detect whether the application is benign application or malicious application. [5]  *1.2 Problem Statement and YARA Rule*  The accelerating rate of malware incidents indicates the magnitude of problem in malware analysis. While malware analysts detect many malware attacks and incidents, keeping pace with the number and different types of attacks poses a significant challenge to malware analysts. There is no true detection solution to malware, as there is no single malware analysis technique with the capability to treat all malware incidents [10]. Known malware signatures in databases have to be actively maintained and updated to be effective [1], as a result analysts select the most suitable malware analysis technique for the specific security incident. This is where YARA rules came handy, YARA rules has emerged as a widely accepted technique for malware analysis due to its flexible and customizable nature, allowing malware analysts to develop YARA rules according to their specific requirements in targeting specific threats [10]. YARA rules can be generated either manually or automatically, both with their pros and cons.  *1.3* *App Development framework*  In this project, we will focus on developing the app using open source tools  Diagram  Description automatically generated | | | | | | | | | | | | | | | | | | |
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